
 

BYOD FOR STUDENTS 

GUIDELINE 

Monash College is a Bring Your Own Device (BYOD) environment. Technology allows students to access 
online learning tools and interactive resources, allowing them to actively participate in classroom activities, 
increase student engagement and ultimately enhance learning. 
 

Definitions 
 

Device Refers to laptops and tablets owned by a student which have the capability of 
connecting to Monash College’s Wi-Fi network. 

 

Ref Steps 

1.  Requirements 

 Students are allowed to bring devices to Monash College for the purpose of learning. 

 Use of devices Monash College is be governed by the Student Code of Conduct and Monash 

University’s Acceptable Use of Information Technology Facilities by Students Procedure. 

 In the student course offer, the Monash College minimum device requirements will be listed. 

2.  Access to Monash College’s Wi-Fi Network and Resources 

Internet access will be provided at no cost to students.  

3.  Acceptable Use of Devices 

Monash College will retain the right to determine what is, and is not, appropriate use of devices 
within the bounds of Monash University’s Acceptable Use of Information Technology Facilities by 
Students Procedure. 

Where Monash College has reasonable grounds to suspect that a device contains data which 
breaches policy, the relevant Program Director may confiscate the device for the purpose of 
confirming the existence of the material. Depending on the nature of the material involved, 
disciplinary action may be appropriate or further action may be taken including referral to the police. 

The consequences of any breaches will be determined by the relevant Program Director in 

accordance with the Student Code of Conduct and Monash University’s Acceptable Use of 

Information Technology Facilities by Students Procedure  and will be managed in line with the Non-

academic Suspension and Exclusion Policy and Procedure. 

4.  Student Responsibilities 

Students are solely responsible for: 

 The care and maintenance of their devices 

 Insuring the device 

 Having a legal and supported operating system installed 

 Having current antivirus software installed 

 Managing the battery life of their device 

 Security and protection of their device. 

5.  Technical Support 

Students are encouraged to use eSolutions online support to resolve basic IT issues at 
https://www.monash.edu/esolutions/students or call 03 9903 2777. 
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